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1

SYSTEM AND METHOD FOR ACCESSING
DIGITAL CONTENT USING A
LOCATION-INDEPENDENT NAME

BACKGROUND

1. Field

This disclosure is generally related to discovering and
accessing media from one or more devices in a network and
streaming this digital content to a target device or set of
devices. More specifically, this disclosure is related to using a
location-independent structured name to access digital con-
tent, user and device profiles, system control information and
presentation state for presenting the digital content to a user.

2. Related Art

Advantages in mobile computing are making it possible for
people to experience digital content from anywhere. Users
can store movies, music, and pictures in their mobile devices
so that they can enjoy their favorite media during brief
moments of relaxation during their busy schedule. These
advances in mobile computing are also increasing the quality
of'content that can be reproduced by these mobile devices and
greatly increases the number of devices that can generate,
capture and store digital content. Nowadays, even small
mobile devices such as smartphones can produce full high-
definition video with high-quality color reproduction, which
causes users to prefer pre-loading full-definition content onto
their devices, at the cost of storage space.

Unfortunately, storing high-definition video consumes a
large portion of a mobile device’s storage space, so that only
a few movie files can be stored at a time. To avoid having to
store movies locally on the portable device, some users sub-
scribe to online streaming services such as Netflix, Pandora,
etc. With these services, a user’s portable device can access
digital content from a collection of movies or music provided
by the streaming service. While these services provide a large
collection of content for their users to experience, these ser-
vices do not always provide the content that the user wants to
experience when the user wants to experience it. For example,
a subscription-based movie-streaming service may not
always have recently released movies in their inventory,
which can cause the user to pay to rent these movies from an
A la carte movie-streaming service. Thus, it is still oftentimes
necessary for a user to pre-load his favorite movies from his
personal movie collection into his portable device. Addition-
ally, many devices are used to create user content (e.g., family
outing videos and pictures of social events). However, these
devices do not allow the user to stream content to one or more
other devices on-demand, without having to locate and/or
replicate the content on all of their devices.

While at home, some users access their digital media from
a large storage device, such as a desktop computer or a local
media server. Oftentimes, these storage devices are certified
by the Digital Living Network Alliance (DLNA), which
ensures that the storage device can interoperate with DLNA-
certified client devices to stream digital media. However, in
order for DLNA-certified components to discover and trans-
mit configuration information to each other, these devices
need to be connected to a common local area network (LAN).

If a user desires to obtain digital content from his home
DLNA network while away from home, the user has to per-
form the tedious task of configuring a virtual-private network
(VPN) to his at-home LLAN as a way to access an at-home
DLNA-certified media server. Unfortunately, not many users
know how to make such a network configuration. And for
those that do, these users have to keep track of the network
address for their at-home LAN, given that residential internet
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service providers tend to issue dynamic network addresses
that can change at any time. If the network address changes
for the user’s home internet service, the user will no longer be
able to access content from his at-home media server. Alter-
natively, users can also use third party infrastructure with a
user-defined account to upload content explicitly. This
requires users to duplicate storage systems and infrastructure,
and places a higher burden on the user to remember which
service was used to store specific content and how to access it.

SUMMARY

One embodiment provides a content-presenting system
that presents digital content for a local user, and facilitates
sharing a presentation state for digital content with remote
devices. During operation, the system can detect a presenta-
tion-controlling event, which alters the presentation of the
digital content at the content-presenting device. In response
to detecting the presentation-controlling event, the system
can generate content-control information for the digital con-
tent. This content-control information is useful to any device
in a network, such that the information is not defined for
existing endpoints of a network connection.

Further, this content-control information can be created
and used by multiple devices in the network. The creation and
use is not limited to devices with a defined functionality, such
as a server or a controller. The information can include state,
control, and content information that can be distributed fully
to the participating devices in the network. This content-
control information caninclude alocation-independent struc-
tured name associated with the digital content, and includes a
presentation state for the digital content.

The content-control information can be communicated
through alocation-independent connectivity (network) archi-
tecture, such as Content Centric Networking (CCN). Devices
in the network can disseminate or request the content-control
information and the corresponding content through the net-
work via the location-independent name. In CCN, this is done
through the use of the Interest-Data protocol. The location-
independent names are used to construct Interests that are
expressed to retrieve, at most, one matching object (packet).

In some embodiments, the system can detect the presenta-
tion-controlling event in response to determining that the
local user has left a proximity of the content-presenting
device, or in response to detecting that the local user has
paused, stopped, or otherwise modified the presentation of
the digital content. Further, the system can detect the presen-
tation-controlling event in response to determining that the
user has initiated a presentation of a different piece of digital
content at the local content-presenting device, or at a remote
content-presenting device. Additionally, the system can
detect an interrupting event, such as a calendar entry or a
telephone call.

In some embodiments, while generating the content-con-
trol information, the system determines one or more content
attributes associated with the digital content, and determines
one or more presentation conditions for a remote content-
presenting device. The system generates a presentation policy
for the digital content based on the content attributes and the
presentation conditions, wherein the presentation policy indi-
cates one or more conditions for presenting the digital content
at a target content-presenting device, and generates the con-
tent-control information to include the presentation policy.
The system then generates a location-independent structured
name for the content-control information based on the con-
tent attributes, and assigns the location-independent struc-
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tured name to a defined content unit (e.g., in CCN, this loca-
tion-independent name is used to identify content objects).

In some embodiments, the content attributes include one or
more of: a file name; a file type; a presentation state; a media
format; a content category; a content rating; a file-creation
date; and a content-publication date.

In some embodiments, the presentation conditions include
one or more of: a user identifier; a group identifier; a time
range; a date range; a location; a presentation-device identi-
fier; and a user-interface capability.

One embodiment provides a content-presenting system
that can obtain a presentation state from a remote device for
certain digital content, and can present the digital content for
a local user. During operation, the system can determine that
a local user desires to experience digital content, and obtains
content-control information for a piece of digital content. The
content-control information can include a location-indepen-
dent structured name associated with a piece of digital con-
tent, and can include a presentation state for the digital con-
tent. The content-control information can also include other
relevant information, for example, details on the content
itself, configuration information, a device profile, and/or a
user preference profile. The system then obtains the digital
content based on the location-independent structured name,
and presents the digital content to the local user based on the
presentation state.

In some variations on these embodiments, the system can
use the content-control information to obtain a collection of
information, such as content available at a current time from
one or more devices accessible via the network (with mobile
devices and changing network connectivity, some content
may not be available at all times). The available content is not
restricted to that of the stored content on a media hub or server
that has a fixed location (e.g., a fixed network address).
Rather, the available content can be identified from the col-
lection of network devices accessible via the network. The
collection of information can be contained in one or more
underlying objects, which can be disseminated using loca-
tion-independent names, as defined by the underlying archi-
tecture.

In some embodiments, the system can generate an interest
for content-control information in response to detecting that
the local user is likely to desire to experience digital content.
The system can automatically determine that the local user
desires to experience digital content in response to determin-
ing that the local user has entered a proximity of the content-
presenting device, or that the local user has activated a con-
tent-presenting capability of the content-presenting device.
The system can also determine that the local user desires to
experience digital content in response to determining that the
local user has terminated a presentation of digital content, or
that the local user has selected the piece of digital content for
presentation.

In some embodiments, while obtaining content-control
information, the system generates one or more interests for
the content-control information, and disseminates the inter-
ests via a content-centric network. Each interest indicates a
location-independent structured name associated with con-
tent in the system namespace. These names are used to iden-
tify and transmit system information, such as presentation
commands, content-control information, device-configura-
tion information, and content. This data may be fragmented
into one or more underlying objects (packets). Each interest
will retrieve at most one object. Then, the system obtains one
or more objects in response to disseminating the interests,
such that the content-control information indicates at least a
location-independent structured name for a corresponding
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piece of digital content and a presentation state for the corre-
sponding piece of digital content, if one exists. The location-
independent name can then be used to stream the referenced
content. For example, a device may issue interests to retrieve
the user’s display preferences and listing of available movies.
The user can then use this returned information to select a
movie and stream it onto the device. This content, including
the profile and availability information, may come from one
or more devices.

In some embodiments, while generating interests, the sys-
tem can determine content-selection criteria for digital con-
tent to present at the content-presenting device, and generates
location-independent structured names for the interests based
on the content-selection criteria.

In some embodiments, while obtaining the content-control
information, the system determines a presentation policy for
a respective piece of content-control information, such that
the presentation policy can indicate one or more conditions
for presenting a piece of digital content associated with the
respective content-control information. The system then
determines whether the presentation policy is satisfied at the
content-presenting device, and can configure the piece of
digital content to be available to the local user in response to
determining that the content-presenting device satisfies the
presentation policy.

In some embodiments, the presentation policy includes one
or more of the following conditions: a user identifier; a group
identifier; a content category; a content rating; a file type; a
media format; a time range; a date range; a location; a pre-
sentation-device identifier; and a user-interface capability.

In some embodiments, the system can receive one or more
pieces of content-control information for one or more pieces
of digital content to present to the user, and can present to the
local user a content listing that indicates the one or more
pieces of digital content. Then, in response to receiving a
selection for a piece of digital content, the system can present
the piece of digital content based on a presentation state from
corresponding content-control information.

In some embodiments, while obtaining the digital content,
the system generates interests for the digital content, such that
the interest indicates the location-independent structured
name associated with the digital content. The system then
disseminates the interests via a location-independent archi-
tecture, such as a content-centric network, and obtains the
piece of digital content to present to the local user in response
to disseminating the interest. One or more interests may be
used to retrieve the full content.

In some embodiments, the system generates or receives
content objects that are encrypted.

BRIEF DESCRIPTION OF THE FIGURES

FIG. 1A illustrates an exemplary computer system that
facilitates accessing digital content across various local and
remote computing devices in accordance with an embodi-
ment.

FIG. 1B illustrates an exemplary computer system that
facilitates accessing digital content across devices in various
computer networks in accordance with an embodiment.

FIG. 2A presents a flow chart illustrating a method for
generating content-control information in accordance with an
embodiment.

FIG. 2B presents a flow chart illustrating a method for
presenting digital content to a user based on a presentation
state from content-control information in accordance with an
embodiment.
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FIG. 2C presents a flow chart illustrating a method for
presenting a listing of digital content for a user based on one
or more content-control information objects associated with
the user in accordance with an embodiment.

FIG. 3 presents a flow chart illustrating a method for gen-
erating content-control information in accordance with an
embodiment.

FIG. 4 presents a flow chart illustrating a method for
obtaining content-control information associated with a user
in accordance with an embodiment.

FIG. 5 presents a flow chart illustrating a method for select-
ing digital content to present to a user based on their presen-
tation policies in accordance with an embodiment.

FIG. 6 illustrates an exemplary apparatus that facilitates
accessing digital content associated with a user in accordance
with an embodiment.

FIG. 7 illustrates an exemplary computer system that
facilitates accessing digital content associated with a user in
accordance with an embodiment.

In the figures, like reference numerals refer to the same
figure elements.

DETAILED DESCRIPTION

The following description is presented to enable any per-
son skilled in the art to make and use the embodiments, and is
provided in the context of a particular application and its
requirements. Various modifications to the disclosed embodi-
ments will be readily apparent to those skilled in the art, and
the general principles defined herein may be applied to other
embodiments and applications without departing from the
spirit and scope of the present disclosure. Thus, the present
invention is not limited to the embodiments shown, but is to
be accorded the widest scope consistent with the principles
and features disclosed herein.

OVERVIEW

Embodiments of the present invention solve the problem of
presenting digital content to a user via whichever computing
device the user is operating. For example, the user may begin
watching a movie or listening to an audio stream via a con-
tent-presenting system that streams digital content from a
home device or from an online service. If the user stops the
video or audio stream before the end of the stream, or leaves
the vicinity of the content-presenting system before the end of
the stream, the system can generate a piece of content-control
information that other devices can use to resume the stream’s
presentation.

Then, as the user searches for digital content via a different
content-presenting system, such as using a mobile device
while on a train or a media device at a hotel, this content-
presenting system can automatically discover which digital
content may be of interest to the user by obtaining one or more
pieces of content-control information associated with the
user.

FIG. 1A illustrates an exemplary computer system that
facilitates accessing digital content across various local and
remote computing devices in accordance with an embodi-
ment. A device 104 within a local area network (LAN) 102
can access content or content-control information from other
devices 104 within LAN 102, or from other remote devices
110 that are accessible via a wide-area network (WAN) such
as the Internet. Thus, the content and the content-control
information can be distributed across various devices that are
accessible via different computer networks.

10

20

25

30

40

45

50

55

6

LAN 102 can include any local area network, such as the
user’s home network behind a router 106, an office network
behind router/firewall 106, a network behind a public wire-
less router/access-point 106 (e.g., within a train or a coffee
shop). LAN 102 can also include direct peer-to-peer network
connections, such as via a USB connection, a Bluetooth con-
nection, or an ad-hoc Wi-Finetwork connection. The devices
behind LAN 102 can include a laptop 104.1, Internet-enabled
television 104.2, or smartphone 104.n. Further, devices
behind WAN 110 can include another user’s smartphone or
mobile computing device 110.1, a user or a company-owned
computer 110.2, or a media server 110.p.

In some embodiments, the content-presenting system can
disseminate and/or receive content-control information asso-
ciated with the user via a content-centric network. For
example, the system can obtain information that the user has
requested by name (e.g., a movie or song title). The system
then obtains information such as available content, control
information (e.g., a presentation state), presentation prefer-
ences, device and user profiles, security policies, and identity
information. To present digital content to the user, the system
can obtain a unique location-independent structured name
associated with the digital content from the content-control
information, and can use this unique name to obtain the
digital content from remote devices that store the desired
digital content. The system can also obtain a presentation
state for the digital content from the content-control informa-
tion, and can use this presentation state to resume presenting
the digital content for the user at a position that the user left oft
and with the same settings (e.g., a closed caption setting, a
closed-caption language, an audio language, etc.).

The system can also use the content-control information to
generate an interest for content suitable for the user. By dis-
seminating the interest, the system can obtain content that has
device and user preferences which match the preferences for
the user and/or the user’s device.

In some embodiments, the system can be used to automati-
cally make content from a local Digital Living Network Alli-
ance (DLNA) network available to the user while at a remote
location, without having to configure a remote device to inter-
act explicitly with the user’s DLNA network. The system can
also obtain content from a remote device to present to the user
in the user’s home or on another remote device. For example,
the system can assign a location-independent structured name
to digital content and/or to content-control information for
the digital content, which allows any device with proper per-
missions to obtain and resume playback of the digital content
from outside the DLNA network (e.g., outside a user’s home
local-area network). To obtain the digital content, for
example, the remote device can generate an interest that
includes the content’s location-independent structured name.
When the device disseminates the interest via a content-
centric network, other devices that store the digital content
can receive the interest and can respond by providing the
digital content to the user’s device.

Also, the user’s device can obtain content-control informa-
tion associated with the user by generating and disseminating
an interest whose location-independent structured name indi-
cates the user’s unique identifier as well as a sub-domain
associated with the content-control information (e.g., “/john-
doe/media/control”). Then, any device that includes content-
control information with this sub-domain can respond by
providing this content-control information to the user’s
device.

In some embodiments, the system can convert DLNA com-
mands into content-control information that is disseminated
in lower level packets/objects that have a location-indepen-
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dent structured name, which allows any device with the
proper permissions to obtain the data (and hence the DLNA
commands) for the control information. These DLNA com-
mands can indicate, for example, new digital content to add to
the user’s collection, digital content to remove from the user’s
collection, a new presentation state for a piece of digital
content in the user’s collection, etc.

In a content-centric network, a structured name can be
divided into several hierarchical components. For example, in
the name “/parc’/home/ccen/test.mp4,” the individual name
components are parc, home, ccn, and test.mp4. Structured
names also enable efficient routing for named content. A
component-wise structure allows a hierarchical organization
of'names, and a logarithmic efficiency in accessing content by
name. There is no single “root” for a naming scheme. How-
ever, the naming scheme can be modeled as a forest of trees.
Names can be structured in various ways. For example, they
can be structured in a left-oriented prefix-major fashion.
Thus, the name “/parc/home/cen” can be a “parent” of “/parc/
home/ccn/test.”

Name components can be binary strings and can be opaque
to the underlying network. More generally, a semantic mean-
ing to a name component is an agreement or convention
between name producers and consumers. Names can also be
text or in a form where low-level network nodes can under-
stand the meaning of “special” name components. Further, a
“file” is represented by a tree of content items under the file’s
name. For example, if various versions of the same file exist,
these various versions can exist within the same prefix of the
structured name.

In some embodiments, the semantic meaning of a name
component can be defined by a rule that indicates which
content items in a user’s computer belong to a corresponding
data collection or sub-collection. The rule can be imple-
mented in higher-level libraries and services, and need not be
part of the low-level network architecture. The rule can
specify, for example, “all files under the ‘/media’ namespace
or directory of storage drive X,” “all content items published
by Adam,” and/or any rule that generates a specific set of
names given to a device’s content store. The mappings
between names and device-specific configurations are
defined locally on each computing device. For a single
deployment namespace, a mapping on a laptop may be to a
local filesystem directory such as “/user’home/adam/media,”
and may be to a different directory on a different device (e.g.,
“/var/media/shared/”). Even though these local configuration
mappings are different, the devices use the information and
content they contain in the system as shared information. The
key to this system is the mapping between higher-level infor-
mation and location-independent names for control informa-
tion, content and user activity and behavior.

In sum, the system generates a persistent structured name
for a content item (e.g., for digital content or for a content-
control object for the digital content), and associates this
persistent structured name with the content item. Because of
this naming convention, a content item can be addressed,
located, retrieved, cached, and disseminated by its name.
Additionally, the system can generate and disseminate names
for accessing or retrieving content without first determining a
name for the desired data or content. For example, the system
can construct, generate or discover the name associated with
auser’s digital media and/or related control information. The
system can obtain the content data that is associated with the
structured name by publishing a data request that includes the
structured name (e.g., a CCN interest), and can receive the
content item from any device that has the content item whose
structured name satisfies the request.
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FIG. 1B illustrates an exemplary computer system that
facilitates accessing digital content across devices in various
computer networks in accordance with an embodiment. Sys-
tem 150 can include a computing device 154 that can com-
municate with a media server 158 via a home network 152
(e.g., a local-area network). Computing devices 154 can
include, for example, a tablet or smartphone 154.1, an inter-
net-connected television 154.2, or any other personal com-
puting device 154.n, (e.g., a desktop computer, a laptop, a
multimedia or gaming device, etc.). As another example,
media server 158 can include software running on computing
device 154. In some embodiments, computing device 154
includes a storage device 166 that stores digital content 168,
and can store presentation-control objects 170. Presentation-
control objects 170, for example, can indicate a presentation
state or configuration for digital content 168 or for digital
content being streamed from a remote device (e.g., for digital
content 162 accessible from media server 158).

Further, media server 158 can include any server that can
be used to stream media to a client device, for example, using
a DLNA network. Media server 158 may include a desktop or
laptop computer or network-attached storage that includes or
is coupled to a storage device 160, or can software running on
adevice such as a networked television, a cable box, a Blu-ray
player, a digital video recorder (DVR), etc. Specifically, stor-
age device 160 can store digital content 162 (e.g., movie,
audio, and/or image files), and can store presentation-control
objects (e.g., datathat indicates a presentation state for a piece
of digital content, user and device profiles, user preferences,
etc.).

During operation, user 156 can activate a multimedia client
on computing device 154, at which point computing device
154 can auto discover media server 158 within network 152,
for example, using a DLNA-based discovery protocol. Then,
as user 156 browses through the digital content available in
the network hosted by media server 158 and/or other con-
nected devices (both locally in the home and remote through
the system), computing device 154 can detect the available
digital content, for example, using a DLNA-based content-
discovery protocol. In some embodiments, media server 158
can include software running on one or more computing
devices. For example, media server 158 can include software
running on a computer cluster, which is accessible by com-
puting device 154, content server 174, and/or computing
device 176 via one or more computer networks. Further,
media server 158 can include software running on computing
device 154, content server 174, and/or computing device 176,
which facilitates sharing digital content between a plurality of
computing devices via one or more computer networks.

User 156 can interact with computing device 154 to view or
listen to certain digital content, or to navigate through a piece
of digital content (e.g., by pausing, fast-forwarding, rewind-
ing, stopping, jumping to a certain chapter, etc.). As user 156
navigates through the piece of digital content, computing
device 154 can generate a DLNA command for the navigation
operation, and communicates the DLNA command to media
server 158. Computing device 154 can also communicate
these commands and control information using location-in-
dependent structured names, which allows system 150 to
operate in a fully distributed manner.

In some embodiments, computing device 154 and/or media
server 158 can generate content-control information objects
for DLNA commands, and can assign a location-independent
structured name for the DLNA command. The content-con-
trol information can include the DLNA command itself, and/
or can include the digital content’s presentation state that
results from executing the DLNA command. Any device
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within local area network 152 and/or a wide-area network 172
can obtain a content-control information object by dissemi-
nating a CCN interest for control information objects.

For example, ifuser 156 needs to stop watching or listening
to a certain video or audio stream to commute to work, com-
puting device 154 or media server 158 can generate a presen-
tation-control object that includes the most recent presenta-
tion state for the user’s media stream. Then, once user 156 has
sat down on a train to commute to work, user 156 can interact
with device 154 or a computing device 176 (e.g., a laptop or
a smartphone) to resume watching or listening to the media
stream via wide-area network 172 (e.g., a cellular network).

To resume playback of the media stream, computing
device 176 can disseminate an interest for the digital content
and the corresponding control information object(s) via a
location-independent naming architecture for content and
communication, such as via a content-centric network (e.g.,
networks 152 and 172). In some embodiments, computing
device 176 can receive the presentation-control object(s) and
the digital content from any device within home network 152
or wide-area network 172. For example, computing device
176 can receive the presentation-control object(s) for the
media stream from computing device 154 or media server 158
within home network 152. Computing device 176 can ana-
lyze the presentation-control objects to determine the presen-
tation state and a location-independent structured name for
the digital content, and can disseminate an interest that
includes the structured name for the digital content. After
disseminating the interest, computing device 176 can receive
the digital content from media server 158 of home network
152, or can receive the digital content from any other device
that can satisty the interest (e.g., a content server 174 acces-
sible via wide-area network 172).

FIG. 2A presents a flow chart illustrating a method for
generating content-control information in accordance with an
embodiment. During operation, the system can present digital
content for a local user (operation 202). This digital content
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can include any content that can be obtained from a local
storage device, or that can be downloaded or streamed from a
remote device, and presented to the local user. For example,
the user may watch a video stream, listen an audio stream, or
view a slide show from a media server within his local area
network (LAN).

At some point, the presentation of the digital content can
change in a way that may require synchronizing the presen-
tation’s state with a remote computing device, such as with an
internet-enabled television at a different room in the house, or
a mobile device (e.g., a smartphone) that the user takes with
him as he leaves the house. The system can determine
whether it detects a presentation-controlling event (operation
204), such as any event where a remote device can benefit
from having an updated presentation state for the digital
content. For example, the presentation-controlling event can
include any change in the presentation state of the digital
content, such as when the system finishes presenting the
digital content, or when the system receives a command from
the user to alter the playback of the digital content (e.g., when
the user pauses, stops, fast-forwards, or rewinds the presen-
tation of the digital content). As another example, the presen-
tation-controlling event can include any change in the user’s
attention to the digital content. These events can include the
user leaving a proximity of the content-presenting device, or
the user initiating a presentation of a different piece of digital
content (e.g., receiving a phone call at the local device, or an
event notification at a remote content-presentation device),
which indicates that the user is no-longer paying attention to
the initial piece of digital content.

If the system does not detect a presentation-controlling
event (operation 204), the system returns to operation 202 to
resume presenting the digital content. However, if the system
does detect a presentation-controlling event, the system can
modify the presentation of the digital content based on the
presentation-controlling event (operation 206). The system
then generates content-control information that includes the
presentation state for the digital content (operation 208).

TABLE 1

Presentation-Controlling Event

Outcome

User leaves vicinity of content-presenting

device

User pauses or stops the presentation of the

digital content

User fast-forwards the presentation of the

digital content

User rewinds the presentation of the digital

content

User initiates a presentation of a different
piece of digital content at the local content-

presenting device

User views or reviews a collection of
content, such as a playlist or slideshow
User initiates a presentation of a different

piece of digital content at a remote content-

presenting device

Generate a content-control information object for
the current state, and pause, stop, or resume the
presentation

Generate a content-control information object for
the current state, and pause or stop the presentation
Generate a content-control information object for
the recent presentation state and fast-forward the
presentation of the digital content to the target
presentation state

Generate a content-control information object for
the recent presentation state and rewind the
presentation of the digital content to the target
presentation state

Generate a content-control information object for
the final presentation state of the previous digital
content and initiate the presentation of the different
piece of content

Generate content-control information to pre-fetch
content to the device

Generate a content-control information object for
the current presentation state of the digital content,
and pause, stop, or resume the presentation at the

local content-presenting device
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Table 1 presents exemplary responses to a set of presenta-
tion-controlling events in accordance with an embodiment.
For example, if the system determines that the user leaves the
vicinity of the content-presenting system while the system is
presenting digital content for the user, the system can respond
by generating a content-control information object for the
current presentation state (e.g., the current timestamp for a
video stream). The system can also either pause, stop, or
resume the presentation of the digital content. This way, any
other content-presenting system can use the content-control
information object to resume playback of the digital content
for the user at (or shortly before) the presentation timestamp
for when the user left the room.

As another example, if the system determines that the user
pauses, stops, fast-forwards, or rewinds the presentation, the
system can generate the content-control information object
for the recent presentation state (e.g., the last-played times-
tamp for the video stream before executing the user’s com-
mand). The system then processes the user’s command to
alter the presentation (e.g., to pause, stop, fast-forward, or
rewind the presentation, respectively).

Further, if the system determines that the user has initiated
playback of another piece of digital content (e.g., at the local
content-presenting system or a remote content-presenting
system), the system can generate a content-control informa-
tion object for the final presentation state of the previous
digital content. If the user is watching the other piece of
content locally, the system can resume to initiate the presen-
tation of the other piece of content. If the user is watching the
other piece of content on a remote device, the local content-
presenting system can either pause, stop, or resume the pre-
sentation of the previous piece of digital content).

FIG. 2B presents a flow chart illustrating a method for
presenting digital content to a user based on a presentation
state from content-control information in accordance with an
embodiment. During operation, the system can determine
whether it detects a presentation-triggering event (operation
232), such as any event that can indicate to the local content-
presenting system that the user may desire to experience
digital content. For example, the presentation-triggering
event can include the user activating a content-presenting
capability of a content-presenting device (e.g., by launching
an application to access a DLNA media server), the user
entering a proximity of the content-presentation device (e.g.,
the user re-entering a room where he’s watching a movie),
and/or the user selecting a certain piece of digital content. As
a further example, the presentation-triggering event can
include the user terminating a presentation of digital content,
which indicates that the user may be ready to view or listen to
another video or audio stream.

If the system detects a presentation-triggering event, the
system can proceed to obtain content-control information
objects associated with the user (operation 234), and selects a
content-control information object for digital content to auto-
matically present to the user (operation 236). The system can
obtain and select the content-control information object by
using a content-centric network to disseminate an interest in
content-control information objects associated with the user.

After selecting the content-control information object, the
system obtains a location-independent structured name from
the content-control information object (operation 238), and
pre-fetches at least a portion of the digital content for the user
based on the location-independent structured name (opera-
tion 240). The system then presents the digital content to the
user based on a presentation state from the corresponding
content-control information object (operation 242). The sys-
tem can select a content-control information object for a piece
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of digital content that was recently interrupted, or for digital
content that the user typically likes to experience during a
given context (e.g., watching a recently-recorded broadcast of
a given show or news program while on a lunch break).

FIG. 2C presents a flow chart illustrating a method for
presenting a listing of digital content for a user based on one
or more content-control information objects associated with
the user in accordance with an embodiment. During opera-
tion, the system can determine whether it detects a presenta-
tion-triggering event (operation 262), such as any event that
can indicate to the local content-presenting system that the
user may desire to experience digital content.

If the system detects a presentation-triggering event, the
system can proceed to obtain content-control information
objects associated with the user (operation 264), for example,
by using a content-centric network to disseminate interests in
content-control information objects associated with the user.
The system can present to the user a listing of digital content
associated with the content-control information objects (op-
eration 266).

Once the system receives a selection from the user for a
piece of digital content (operation 268), the system obtains a
location-independent structured name from a corresponding
content-control information object (operation 270). The sys-
tem then obtains the piece of digital content based on the
location-independent structured name (operation 272), and
presents the digital content to the user based on a presentation
state from the corresponding content-control information
object (operation 274).

FIG. 3 presents a flow chart illustrating a method for gen-
erating content-control information in accordance with an
embodiment. During operation, the system determines one or
more content attributes associated with the digital content
(operation 302), and determines one or more presentation
conditions for a candidate content-presenting device (opera-
tion 304). For example, the content attributes can include: a
file name; a file type; a presentation state; a media format; a
content category; a content rating; a file-creation date; and a
content-publication date; and/or any other media content
attributes. Also, the presentation conditions can include: a
user identifier; a group identifier; a time range; a date range;
a location; a presentation-device identifier; a user-interface
capability; and/or any other conditions for presenting certain
digital content.

The system can then generate a presentation policy based
on the content attributes and the presentation conditions (op-
eration 306). The presentation policy can indicate conditions
that can include the content attributes that the content-pre-
senting device needs to be capable of supporting, and can
indicate the presentation conditions for determining whether
the content-presenting device is allowed to present the digital
content.

The system then generates a location-independent struc-
tured name for the content-control information object (opera-
tion 308), and generates the content-control information
object to include the presentation policy and so that the object
is named using the location-independent structured name
(operation 310).

FIG. 4 presents a flow chart illustrating a method for
obtaining content-control information objects associated
with a user in accordance with an embodiment. During opera-
tion, the system determines content-selection criteria for digi-
tal content to present to the user (operation 402). The content-
selection criteria can include any criteria that can be used to
generate a CCN interest for content-control information
objects that correspond to digital content that the user may be
interested in experiencing. For example, the content-selec-
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tion criteria can include: a CCN domain or subdomain; a user
identifier; a group identifier; a content category; a content
rating; and/or any other information that identifies the user or
certain desired digital content.

The system uses the content-selection criteria to generate a
location-independent structured name for an interest (opera-
tion 404), and generates the interest using the structured name
to obtain a content-control information object associated with
the user (operation 406). The system can disseminate the
interest via a content-centric network (operation 408), and
obtains one or more content-control information objects in
response to disseminating the interest (operation 410).

In some embodiments, the system receives a content-con-
trol information object for each interest that it disseminates.
The system can receive a plurality of content-control infor-
mation objects by disseminating a plurality of interests. For
example, the system can generate an interest to indicate con-
tent-selection criteria that excludes content-control informa-
tion objects that the system has received in response to the
interests that it has recently disseminated. The system then
determines whether to generate another interest for digital
content (operation 412). If so, the system returns to operation
406 to generate and disseminate another interest to receive
additional content-control information objects. Otherwise,
the system does not generate or disseminate other interests for
the location-independent name.

FIG. 5 presents a flow chart illustrating a method for select-
ing digital content to present to a user based on their presen-
tation policies in accordance with an embodiment. During
operation, the system obtains content-control information
objects for one or more pieces of digital content (operation
502). Some of these content-control information objects can
be associated with different presentation policies, such that
not all of these policies may be satisfied by conditions asso-
ciated with the local user and/or the local content-presenting
device. Thus, the system needs to process their policies with
the local conditions to determine which content-control infor-
mation objects can be used to present content to the local user.

The system can select a respective content-control infor-
mation object (operation 504), and obtains a presentation
policy for the content-control information object (operation
506). The system then determines whether the content-pre-
senting device satisfies the presentation policy (operation
508). If so, the system can proceed to configure the corre-
sponding piece of digital content to be available to the user
(operation 510). For example, the system can include this
piece of digital content in a listing of content that the user can
navigate through to select content. However, if the local con-
tent-presenting device does not satisfy the presentation
policy, the system can ignore the corresponding content-con-
trol information object (operation 512).

The system then determines whether there are more con-
tent-control information objects to consider (operation 514).
If so, the system can return to operation 504 to select another
content-control information object.

FIG. 6 illustrates an exemplary apparatus 600 that facili-
tates accessing digital content associated with a user in accor-
dance with an embodiment. Apparatus 600 can comprise a
plurality of modules which may communicate with one
another via a wired or wireless communication channel.
Apparatus 600 may be realized using one or more integrated
circuits, and may include fewer or more modules than those
shown in FIG. 6. Further, apparatus 600 may be integrated in
a computer system, or realized as a separate device which is
capable of communicating with other computer systems and/
or devices. Specifically, apparatus 600 can comprise a com-
munication module 602, a user-interface module 604, a pre-
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sentation-controlling module 606, a content-identifying
module 608, a content-obtaining module 610, and a content-
presenting module 612.

In some embodiments, communication module 602 can
send and/or receive interests for digital content or content-
control information objects, and can send and/or receive the
digital content and/or content-control information objects
that satisfy an interest. User-interface module 604 can present
alisting of digital content associated with alocal user, and can
allow the user to select a piece of digital content for presen-
tation.

Presentation-controlling module 606 that can determine
when a user desires to experience digital content, and can
detect a presentation-controlling event that alters the presen-
tation of certain digital content, and can generate a content-
control information object for the digital content. Content-
identifying module 608 can obtain a content-control
information object for a piece of digital content associated
with the user. Content-obtaining module 610 can obtain the
piece of digital content based on a location-independent
structured name indicated by the content-control information
object. Content-presenting module 612 can present the digital
content to the local user based on a presentation state indi-
cated by the content-control information object.

FIG. 7 illustrates an exemplary computer system 702 that
facilitates accessing digital content associated with a user in
accordance with an embodiment. Computer system 702
includes a processor 704, a memory 706, and a storage device
708. Memory 706 can include a volatile memory (e.g., RAM)
that serves as a managed memory, and can be used to store one
or more memory pools. Furthermore, computer system 702
can be coupled to a display device 710, a keyboard 712, and
apointing device 714. Storage device 708 can store operating
system 716, content-presenting system 718, and data 732.

Content-presenting system 718 can include instructions,
which when executed by computer system 702, can cause
computer system 702 to perform methods and/or processes
described in this disclosure. Specifically, content-presenting
system 718 may include instructions for sending and/or
receiving interests for digital content or content-control infor-
mation objects, and for sending and/or receiving the digital
content and/or content-control information objects that sat-
isfy an interest (communication module 720). Further, con-
tent-presenting system 718 can include instructions for pre-
senting a listing of digital content associated with a local user,
and allowing the user to select a piece of digital content for
presentation (user-interface module 722).

Content-presenting system 718 can include instructions
for determining when a user desires to experience digital
content, detecting a presentation-controlling event that alters
the presentation of certain digital content, and generating a
content-control information object for the digital content
(presentation-controlling module 724). Content-presenting
system 718 can also include instructions for obtaining a con-
tent-control information object for a piece of digital content
associated with the user (content-identifying module 726).
Content-presenting system 718 can include instructions for
obtaining the piece of digital content based on a location-
independent structured name indicated by the content-control
information object (content-obtaining module 728). Content-
presenting system 718 can also include instructions for pre-
senting the digital content to the local user based on a presen-
tation state indicated by the content-control information
object (content-presenting module 730).

Data 732 can include any data that is required as input or
that is generated as output by the methods and/or processes
described in this disclosure. Specifically, data 732 can store at
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least digital content for a user, presentation-state information
for the digital content, and presentation-control objects that
each indicates a presentation state for the digital content.

The data structures and code described in this detailed
description are typically stored on a computer-readable stor-
age medium, which may be any device or medium that can
store code and/or data for use by a computer system. The
computer-readable storage medium includes, but is not lim-
ited to, volatile memory, non-volatile memory, magnetic and
optical storage devices such as disk drives, magnetic tape,
CDs (compact discs), DVDs (digital versatile discs or digital
video discs), or other media capable of storing computer-
readable media now known or later developed.

The methods and processes described in the detailed
description section can be embodied as code and/or data,
which can be stored in a computer-readable storage medium
as described above. When a computer system reads and
executes the code and/or data stored on the computer-read-
able storage medium, the computer system performs the
methods and processes embodied as data structures and code
and stored within the computer-readable storage medium.

Furthermore, the methods and processes described above
can be included in hardware modules. For example, the hard-
ware modules can include, but are not limited to, application-
specific integrated circuit (ASIC) chips, field-programmable
gate arrays (FPGAs), and other programmable-logic devices
now known or later developed. When the hardware modules
are activated, the hardware modules perform the methods and
processes included within the hardware modules.

The foregoing descriptions of embodiments of the present
invention have been presented for purposes of illustration and
description only. They are not intended to be exhaustive or to
limit the present invention to the forms disclosed. Accord-
ingly, many modifications and variations will be apparent to
practitioners skilled in the art. Additionally, the above disclo-
sure is not intended to limit the present invention. The scope
of the present invention is defined by the appended claims.

What is claimed is:

1. A computer-implemented method, comprising:

presenting, by a content-presenting device, digital content
for a local user;

detecting a presentation-controlling event, which alters the
presentation of the digital content at the content-present-
ing device;

generating content-control information for the digital con-
tent, wherein the content-control information includes a
location-independent structured name associated with
the digital content, a user-provided command to pause or
stop presentation of the digital content, and a presenta-
tion state resulting from executing the user-provided
command for the digital content; and

responsive to receiving an interest whose location-inde-
pendent structured name is associated with the digital
content, returning over a content-centric network the
generated content-control information including the
user-provided command to pause or stop presentation of
the digital content to satisfy the interest.

2. The method of claim 1, wherein detecting the presenta-

tion-controlling event involves one or more of:

detecting that the local user has paused the presentation of
the digital content;

detecting that the local user has stopped the presentation of
the digital content;

determining that the local user has left a proximity of the
content-presenting device;

5

15

20

25

30

35

40

45

50

55

60

65

16

determining that the user has initiated a presentation of a
different piece of digital content at the content-present-
ing device; and

determining that the user has initiated a presentation of a
different piece of digital content at a different content-
presenting device.

3. The method of claim 1, wherein generating the content-

control information involves:

determining one or more content attributes associated with
the digital content;

determining one or more presentation conditions for a
remote content-presenting device;

generating a presentation policy for the digital content
based on the content attributes and the presentation con-
ditions, wherein the presentation policy indicates one or
more conditions for presenting the digital content at a
target content-presenting device;

generating the content-control information to include the
presentation policy and

generating a location-independent structured name for the
content-control information based on the content
attributes.

4. The method of claim 3, wherein the presentation policy
includes one or more conditions associated with the content
attributes and the presentation conditions.

5. The method of claim 3, wherein the content attributes
include one or more of:

a file name;

a file type;

a presentation state;

a media format;

a content category,

a content rating;

a file-creation date; and

a content-publication date.

6. The method of claim 3, wherein the presentation condi-
tions include one or more of:

a user identifier;

a group identifier;

a time range;

a date range;

a location;

a presentation-device identifier; and

a user-interface capability.

7. A non-transitory computer-readable storage medium
storing instructions that when executed by a computer cause
the computer to perform a method, the method comprising:

presenting, by a content-presenting device, digital content
for a local user;

detecting a presentation-controlling event, which alters the
presentation of the digital content at the content-present-
ing device;

generating content-control information for the digital con-
tent, wherein the content-control information includes a
location-independent structured name associated with
the digital content, auser-provided command to pause or
stop presentation of the digital content, and a presenta-
tion state resulting from executing the user-provided
command for the digital content; and

responsive to receiving an interest whose location-inde-
pendent structured name is associated with the digital
content, returning over a content-centric network the
generated content-control information including the
user-provided command to pause or stop presentation of
the digital content to satisfy the interest.

8. The storage medium of claim 7, wherein detecting the

presentation-controlling event involves one or more of:
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detecting that the local user has paused the presentation of
the digital content;

detecting that the local user has stopped the presentation of
the digital content;

determining that the local user has left a proximity of the
content-presenting device;

determining that the user has initiated a presentation of a
different piece of digital content at the content-present-
ing device; and

determining that the user has initiated a presentation of a
different piece of digital content at a different content-
presenting device.

9. The storage medium of claim 7, wherein generating the

content-control information involves:

determining one or more content attributes associated with
the digital content;
determining one or more conditions for a remote content-
presenting device;
generating a presentation policy for the digital content
based on the determined content attributes and the deter-
mined conditions;
generating the content-control information to include the
presentation policy and generating a location-indepen-
dent structured name for the content-control information
based on the content attributes.
10. A computer-implemented method, comprising:
determining, by a content-presenting device, that a local
user desires to experience digital content;
obtaining content-control information for a piece of digital
content, wherein the content-control information
includes a location-independent structured name asso-
ciated with the piece of digital content, a user-provided
command to pause or stop presentation of the piece of
digital content, and a presentation state resulting from
executing the user-provided command for the piece of
digital content, and wherein obtaining the content-con-
trol information involves:
generating one or more interests for content-control
information, wherein a respective interest indicates a
location-independent structured name associated
with one or more pieces of digital content associated
with the local user;
disseminating the one or more interests via a content-
centric network; and
responsive to disseminating the one or more interests,
obtaining over the content-centric network one or
more content-control information objects, wherein a
respective content-control information object indi-
cates at least a location-independent structured name
for a corresponding piece of digital content, a user-
provided command to pause or stop presentation of
the corresponding piece of digital content, and a pre-
sentation state resulting from executing the user-pro-
vided command for the corresponding piece of digital
content;
obtaining the digital content based on the location-inde-
pendent structured name; and
presenting the digital content to the local user based on the
presentation state.
11. The method of claim 10, wherein determining that the

local user desires to experience digital content involves one or
more of:

determining that the local user has entered a proximity of
the content-presenting device;

determining that the local user has activated a content-
presenting capability of the content-presenting device;
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determining that the local user has terminated a presenta-
tion of digital content; and

determining that the local user has selected the piece of
digital content for presentation.

12. The method of claim 10, wherein generating the inter-

est involves:

determining content-selection criteria for digital content to
present at the content-presenting device; and

generating a location-independent structured name for the
interest based on the content-selection criteria.

13. The method of claim 10, wherein obtaining the content-

control information further involves:

determining a presentation policy for a respective content-
control information object, wherein the presentation
policy indicates one or more conditions for presenting a
piece of digital content associated with the respective
content-control information object;

determining whether the presentation policy is satisfied at
the content-presenting device; and

responsive to determining that the content-presenting
device satisfies the presentation policy, configuring the
piece of digital content to be available to the local user.

14. The method of claim 13, wherein the presentation

policy includes one or more of the following conditions:

a user identifier;

a group identifier;

a content category,

a content rating;

a file type;

a media format;

a time range;

a date range;

a location;

a presentation-device identifier; and

a user-interface capability.

15. The method of claim 10, further comprising:

receiving content control information for one or more
pieces of digital content to present to the user;

presenting to the local user a content listing that indicates
the one or more pieces of digital content; and

responsive to receiving a selection for a piece of digital
content, presenting the piece of digital content based on
a presentation state from the content-control informa-
tion.

16. The method of claim 10, wherein obtaining the digital

content involves:

generating one or more interests for the digital content,
wherein a respective interest indicates the location-in-
dependent structured name associated with the digital
content;

disseminating the one or more interests via a content-cen-
tric network; and

responsive to disseminating the one or more interests,
obtaining one or more pieces of digital content to present
to the local user.

17. An apparatus comprising:

one or More processors;

a memory;

a presentation-triggering module to determine that a local
user desires to experience digital content;

a content-identifying module to obtain and store in the
memory content-control information for a piece of digi-
tal content, wherein the content-control information
includes a location-independent structured name asso-
ciated with the piece of digital content, a user-provided
command to pause or stop presentation of the piece of
digital content, and a presentation state resulting from
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executing the user-provided command for the piece of

digital content, and wherein while obtaining the content-

control information, the content-identifying module is

further configured to:

generate one or more interests for content-control infor-
mation, wherein a respective interest indicates a loca-
tion-independent structured name associated with
one or more pieces of digital content associated with
the local user;

disseminate the one or more interests via a content-
centric network; and

responsive to disseminating the one or more interests,
obtaining over the content-centric network one or more
content-control information objects, wherein a respec-
tive content-control information object indicates at least
a location-independent structured name for a corre-
sponding piece of digital content, a user-provided com-
mand to pause or stop presentation of the corresponding
piece of digital content, and a presentation state resulting
from executing the user-provided command for the cor-
responding piece of digital content;

a content-obtaining module to obtain and store in the
memory the digital content based on the location-inde-
pendent structured name; and

a content-presenting module to present the digital content
stored in the memory to the local user based on the
presentation state.

18. The apparatus of claim 17, wherein the presentation-
triggering module determines that the local user desires to
experience digital content in response to one or more of:

determining that the local user has entered a proximity of
the content-presenting device;

determining that the local user has activated a content-
presenting capability of the content-presenting device;

determining that the local user has terminated a presenta-
tion of digital content; and

determining that the local user has selected the piece of
digital content for presentation.

19. The apparatus of claim 17, wherein while generating

the interest, the content-identifying module is further config-
ured to:
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determine content-selection criteria for digital content to
present at the content-presenting device; and

generate a location-independent structured name for the
interest based on the content-selection criteria.

20. The apparatus of claim 19, wherein while obtaining the

content-control information, the content-obtaining module is
further configured to:

determine a presentation policy for a respective content-
control information object, wherein the presentation
policy indicates one or more conditions for presenting a
piece of digital content associated with the respective
content-control information object;

determine whether the presentation policy is satisfied at the
content-presenting device; and

configure the piece of digital content to be available to the
local user responsive to determining that the content-
presenting device satisfies the presentation policy.

21. The apparatus of claim 17, wherein the content-pre-

5o senting module is further configured to:
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receive content-control information for one or more pieces
of digital content to present to the user;

present to the local user a content listing that indicates the
one or more pieces of digital content; and

responsive to receiving a selection for a piece of digital
content, present the piece of digital content based on a
presentation state from the content-control information.

22. The apparatus of claim 17, wherein while obtaining the

digital content, the content-obtaining module is further con-

3o figured to:

generate one or more interests for the digital content,
wherein a respective interest indicates the location-in-
dependent structured name associated with the digital
content;

disseminate the one or more interests via a content-centric
network; and

responsive to disseminating the one or more interests,
obtain one or more pieces of digital content to present to
the local user.



